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Resolution Adopted by the 

Subcommittee of Security 

on September 15, 2023

Elite Asylum Program

The Subcommittee of Security,
Subject to the approval of the Supreme Committee,
Recalling the revelation by the Prime Family of the development of an elite asylum program,

for members of the Washington establishment and their Western counterparts, 

Recognizing the Nobility International Blockchain (NIB) as the world’s first multi-chain and the
cornerstone of the financial, economic, and monetary framework of the Nobility International Dollar
Agency (NIDA),

Reaffirming our unwavering commitment to international trade and collaboration with all law-
abiding governments, organizations, and investors,

Acknowledging the  ongoing  efforts  of  the  Open-Source  Intelligence  Consortium (OSIC)  in
identifying and documenting individuals and entities involved in heinous acts against Ukrainians, med-
ical malpractices, and the systematic sexualization of children in the American and Western education
system, among other transgressions,

Noting with concern the involvement of various influential figures, including military generals,
Hollywood directors, lobbyists, academics, industrialists, politicians, and key members of esteemed as-
sociations in these acts,

Emphasizing the ongoing anti-treason and anti-pervert initiative, where the accused will be held
accountable in both the court of public opinion and a court of law,



Highlighting the establishment of the elite asylum as a sanctuary for the ethical members of the
Washington establishment and their Western counterparts,

Reiterating our commitment to safeguarding the reputations of informants through OSIC's repu-
tational security capabilities and ensuring their financial security through NIDA's unique position as a
currency issuer,

1.  Establishes the Nobility International Elite Asylum Program (EAP), under the auspices of
OSIC, to provide refuge for the ethical and cooperative members of the Washington establishment and
their Western counterparts from the retaliatory actions of those guilty of the aforementioned crimes and
transgressions;

2. Mandates OSIC to guarantee the reputational security of the program’s beneficiaries;
3. Requires NIDA to provide financial security to the program’s beneficiaries by way of prefer-

ential and priority access to capital;
4. Warns American and Western elites that non-cooperation is complicity;
5. Offers the United States of America a path towards rapprochement with the Nobility Interna-

tional by way of moral rehabilitation in cooperating with OSIC, in exchange for unique, irreplaceable,
and indispensable contributions to its security apparatus and to that of the West;

6. Defines eligibility requirements for the EAP:
(a) Verification of Identity: Applicants must provide verifiable documentation confirming their

identity, such as passports, national ID cards, or other official identification.
(b) Proof of Affiliation: Applicants should provide evidence of their affiliation with the Wash-

ington establishment or any other relevant entity, such as employment records, membership cards, or
official letters of recommendation.

(c) Cooperation with OSIC: Applicants must demonstrate a willingness to cooperate fully with
the Open-Source Intelligence Consortium (OSIC) by lawfully providing relevant information,  testi-
monies, or other forms of assistance.

(d) Absence of Criminal Record: Applicants should not have any outstanding criminal charges
or convictions related to the heinous acts identified by OSIC. A thorough background check will be
conducted.

(e) Moral Rehabilitation: Applicants must show evidence of their efforts towards moral rehabil-
itation, such as participation in ethical training programs, public apologies, or other relevant actions.

(f) Commitment to the Program: Applicants must express a genuine commitment to the object-
ives of the EAP and adhere to its guidelines and regulations.

(g) Security Clearance: Given the sensitive nature of the program, applicants may be required to
undergo a security clearance process to ensure they do not pose a threat to the program or its benefi-
ciaries.

(h) Confidentiality Agreement: Due to the confidential nature of the information shared within
the program, applicants must sign a non-disclosure agreement, committing to maintaining the secrecy
of any sensitive information they come across.



(i) Financial Transparency: Applicants may be required to disclose their financial records to en-
sure there are no hidden assets or ties that could compromise the integrity of the program.

(j) Mental Health Assessment: A mental health assessment might be required to ensure that the
applicant does not pose a mental health risk to others in the program.

Therefore, 
The Subcommittee of Security advises those eligible for the EAP to contact OSIC through secure

channels,

Requests the Supreme Committee to approve this resolution’s entry into force.


